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Application form for good practice guides
A. Identity Card

1. General information
	Good practice guide name
	Originator name
	Country of origin

	
	
	


2. Level of applicability of the good practice guide
	Geographic applicability 
(e.g. world-wide Europe, US, national, local, etc.)
	Sector 
(government industry, etc.)
	Pertinent to particular law/regulation (e.g. Basel II, SOX, EU-Directives, etc.)

	
	
	


3. Which RA/RM phase does the good practice guide help to go through? 
(e.g. vulnerability assessment, selection of security measures, audit of security measures, organizational audit, maturity measurement / improvement, etc.)

	
	
	
	


4. Which RA/RM deliverables does the good practice guide help to write?

	
	
	
	


5. Brief description of the good practice guide content

	


6. Is the good practice guide supported/updated/tested by a user group?

	


7. Target purpose

	Recommendation
	

	Guideline
	

	Regulatory
	


8. Lifecycle

	Date of the first release
	Date and identification of the last version

	
	


9. Useful links

	Official web site
	

	User group web site (optional)
	

	Relevant web site
	


10. Languages

	In which European languages is the good practice guide available?
	
	
	
	
	
	
	
	
	
	


11. Price (if applicable)

	Free
	Not free

	
	Price in Euro
	€


12. Trial before purchase

	CD or download
	

	Identification or registration required
	

	Trial period (days)
	


B. Scope

1. Target public 

	Government, agencies
	Large companies
	SME
	Commercial

companies
	Non commercial 

Companies

	
	
	
	
	

	Specific sector
	


2. Geographical spread

	Used in EU member states ( list)
	
	
	
	
	

	Used in non-EU countries
	
	
	
	
	


3. Level of detail

	Management
	
	Operational
	
	Technical
	


4. Relation or compliance to IT standards

	
	


C. Users viewpoint

1. Skills needed (Global IT). 
Please use following values: Basic level: common sense and experience, Standard level: some days or weeks of training are sufficient, Specialist level: thorough knowledge and experience is required.
	To understand
	To apply
	To update / to customize

	
	
	


2. Granularity level.

	Abstract / Down-to-earth
	Explanation detail level
	Coverage level

	
	
	


3. Does the good practice guide provide with qualitative / quantitative elements (useful for defence in depth: exhaustiveness, assurance/resistance level, threat opportunity, residual risk level, etc.)
	
	
	


4. Methods which the good practice guide may be interfaced with

	Non commercial tools
	Commercial tools

	
	


5. Tools which the good practice guide may be interfaced with

	Non commercial tools
	Commercial tools

	
	


6. Sector with free availability

	Public related sectors
	Others

	
	


7. Organizational processes integration 

	The guide provides interfaces to other organizational processes
	


	8. Relation with other good practice and process within the enterprise 

The good practice guide allows use of sector adapted databases
	


	Date
	Signature

	
	








