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ENISA AD-HOC WORKING 
GROUP MEMBERS SELECTION 
ON ARTIFICIAL INTELLIGENCE 
CYBERSECURITY 

DATA PROTECTION NOTICE 

Your personal data shall be processed in accordance with the Regulation (EU) 2018/1725 on the 

protection of natural persons with regard to the processing of personal data by the Union institutions, 

bodies, offices and agencies and on the free movement of such data1. 

The data controller of the processing operation is ENISA (Core Operations Department). 

The legal basis for the processing operation is article 5(1)(a) of Regulation (EU) 2018/1725, on the 

basis of Regulation (EU) 2019/8812, in particular the provisions establishing the tasks of ENISA and 

more specifically article 20(4) thereof. 

The purpose of this processing operation is to select the members of the ENISA Ad-Hoc Working 

Group that will provide ENISA with assistance and expert advice in relation to Artificial Intelligence 

Cybersecurity. 

The following personal data are being processed for all applicants for the ENISA Ad-Hoc 

Working Group: 

 First Name, 

 Last Name, 

 Nationality, 

 Affiliation, 

 Current Job Title, 

 Email, 

 Telephone, 

 Educational Experience, 

Professional Experience. Information on skills relevant to the call, motivation to apply to the 

specific call, expression of interest to be considered as a rapporteur for the group and ability to 

be reimbursed by ENISA for acting as a rapporteur. 

                                                           
1 Regulation (EU) 2018/1725 of the European Parliament and of the Council of 23 October 2018 on the protection of natural persons 
with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of 
such data, and repealing Regulation (EC) No 45/2001 and Decision No 1247/2002. 
2 Regulation (EU) 2019/881 of the European Parliament and of the Council of 17 April 2019 on ENISA (the European Union Agency 
for Cybersecurity) and on information and communications technology cybersecurity certification and repealing Regulation (EU) No 
526/2013 (Cybersecurity Act). 
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The recipients of the data will be designated ENISA staff members involved in the selection procedure, 

as well as the ENISA Management Board members, upon request to the ENISA ED. 

Personal data will be kept up to a maximum period of one (1) calendar year for unsuccessful 

applicants after the appointment and public announcement of the members of the Ad-Hoc Working 

Group to the ENISA website. For successful applicants personal data will be kept for the period during 

which an individual is a member of the Ad-Hoc Working Group and for five (5) years after the date on 

which the individual is no longer member of the Ad-Hoc Working Group or the Group is dissolved. 

You have the right of access to your personal data and to relevant information concerning how we use 

it. You have the right to rectify your personal data. Under certain conditions, you have the right to ask 

that we delete your personal data or restrict its use. You have the right to object to our processing of 

your personal data, on grounds relating to your particular situation, at any time. We will consider your 

request, take a decision and communicate it to you. If you have any queries concerning the processing 

of your personal data, you may address them to ENISA at isdp@enisa.europa.eu. You may also 

contact at any time the ENISA DPO at dataprotection@enisa.europa.eu.  

You have the right of recourse at any time to the European Data Protection Supervisor at 

https://edps.europa.eu  
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