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SURVEY ON “CYBERSECURITY 
CAPABILITY MATURITY 
FRAMEWORK IN THE ENERGY 
SECTOR” 

SPECIFIC PRIVACY STATEMENT 

Your personal data are processed in accordance with Regulation (EC) (EU) 2018/1725 1 on 

the protection of natural persons with regard to the processing of personal data by the Union 
institutions, bodies, offices and agencies and on the free movement of such data. 

The data controller of the processing operation is ENISA (Core Operations Department) and 

Laborelec S.A which is responsible for collecting and analysing the replies to the survey. 

The legal basis for the processing operation is : i) Article 5(1) (a) of Regulation (EU) 

2018/1725, on the basis of Regulation (EU) 2019/8812, in particular the provisions establishing 
the tasks of ENISA, and ii) Article 5(1) (d) of Regulation (EU) 2018/1725– consent of data 
subjects. 

The purpose of this processing operation is to collect experts’ views on the subject matter of 

the survey.  

The following personal data are being processed:   

Contact data: first name, last name, role, type of organisation, country, e-mail address. 

Replies to the survey questions (survey data) which do not contain personal data, 
except from personal data provided on ad hoc basis by the respondents. 

The recipients of your data will be designated ENISA staff involved in the conduction of the 

survey, as well as designated personnel of the data processor. The data may also be 
available to EU bodies charged with monitoring or inspection tasks in application of EU law 

(e.g. internal audits, European Anti-fraud Office – OLAF). 

Your contact data will be kept for a maximum period of six months after the end of the 

project.  The replies to the survey questions will be kept (without your contact data) for a 
maximum period of 5 years after the end of the project for auditing purposes. Data will be 
deleted at the end of the aforementioned periods.  

                                                           
1 Regulation (EU) 2018/1725 of the European Parliament and of the Council of 23 October 2018 on the protection of natural persons 

with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of 
such data, and repealing Regulation (EC) No 45/2001 and Decision No 1247/2002. 

2 Regulation (EU) 2019/881 of the European Parliament and of the Council of 17 April 2019 on ENISA (the European Union Agency 
for Cybersecurity) and on information and communications technology cybersecurity certification and repealing Regulation (EU) No 
526/2013 (Cybersecurity Act) 
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Personal data will be kept for 6 (six) months solely to serve the needs of event organisation. 

For data related to financial transaction, in order to provide an audit trail and allow queries on 
past payments at all times, no recorded data are deleted from the accounts. The forms and 

documents you submit are archived electronically. 

You have the right to access your personal data, the right to correct any inaccurate or 

incomplete personal data and the right to delete your data. If you have any queries concerning 

the processing of your personal data, you may address them to MB-Sec@enisa.europa.eu  

You shall have the right of recourse at any time to the ENISA DPO at 

dataprotection@enisa.europa.eu and to the European Data Protection Supervisor at 

https://edps.europa.eu. 

mailto:EASME-DPO@ec.europa.eu
https://edps.europa.eu/

