PUBLIC WI-FI NETWORKS CAN BE ExpLOITED FOR #RANSOMWARE

Bad Bob is working on ways to tamper with the devices connected to a public Wi-Fi network.

Aware Alice is doing some online shopping before catching her flight. She connects to the airport’s Wi-Fi network.

Once a device is connected to a public Wi-Fi network, criminals can intercept any unencrypted data and use it to run a ransomware attack.

Aware Alice used a Virtual Private Network (VPN) to access the online shopping website. She also disconnected from the public Wi-Fi once done.

PROTECT YOURSELF FROM #RANSOMWARE

1. NEVER ASSUME THAT A PUBLIC WI-FI NETWORK IS SECURE
2. IF YOU NEED TO CONNECT TO A PUBLIC WI-FI, USE A VPN

FOR MORE TIPS, VISIT: https://www.nomoreransom.org