Bad Bob drafts a malicious email for Alice, using social engineering techniques in order to trigger her interest.

Bad Bob locks Alice's documents and pictures, requesting her to pay to reverse the process.

Alice opens the email and downloads the attachment. That's all it takes for a ransomware infection!

Bad Bob locks Alice's documents and pictures, requesting her to pay to reverse the process.

Aware Alice stops and thinks. Giving into the criminals' blackmail is never an option!

She knows what to do: take two simple steps!

1. RESET THE PHONE TO FACTORY SETTINGS
2. RESTORE DATA FROM CLOUD BACKUP

Remember: Protect your devices and files by following simple prevention advice.

For more tips, visit: https://www.nomoreransom.org