
ENISA provides guidance on vulnerability handling on certified solutions.

NATIONAL CYBERSECURITY CERTIFICATION AUTHORITIES DESIGNATED IN EACH MEMBER STATE.

ENISA writes draft certification schemes with 3 levels of assurance.

TOGETHER WITH:
- MEMBER STATES
- EUROPEAN CYBERSECURITY CERTIFICATION GROUP
- STAKEHOLDER CYBERSECURITY CERTIFICATION GROUP
- AD HOC WORKING GROUP

EU COMMISSION transforms them into:
- SUPPORTED BY GUIDANCE DOCUMENTS
- IMPLEMENTING ACTS
- NCCAs: NATIONAL CYBERSECURITY CERTIFICATION AUTHORITIES DESIGNATED IN EACH MEMBER STATE
- SUPERVISE THE IMPLEMENTATION
- PEER EVALUATIONS
- CERTIFY AND NOTIFY CABS
- CABs: CONFORMITY ASSESSMENT BODIES

ENISA supports EU laws, provides guidance, certifies providers of ICT solutions, and supervises the implementation through national cybersecurity certification authorities designated in each member state.