
What’s new in policy?
Danish Health National Cybersecurity Strategy (NCSS)



The cross-sectoral national 
strategy 2018-2021

Transport Finance Telecom Energy Maritime Health

https://en.digst.dk/strategy/the-danish-national-strategy-for-cyber-and-information-security/

The health sector strategy
2019-2022

https://sundhedsdatastyrelsen.dk/da/strategier-og-projekter/cyberstrategi

An ambitious effort targeting government 
and vital societal functions.

The new national strategy will
- Cover more sectors
- Cover more critical systems
- Strengthen technical minimum requirements.

The  health sector strategy focus
- Operational capacities
- Collaboration across the sector
- Stricter cyber security requirements.

The new health sector strategy 2023-2025
- Continue the good work
- More focus on the smaller actors
- Identify and utilise potential in the best possible 

way.

New strategy in Q1 2023

Danish Cyber Security Strategies

→2022-2024 →2023-2025

https://sundhedsdatastyrelsen.dk/-/media/sds/filer/rammer-og-retningslinjer/informationssikkerhed/cyber_og_informationssikkerhed_uk.pdf
https://en.digst.dk/strategy/the-danish-national-strategy-for-cyber-and-information-security/
https://sundhedsdatastyrelsen.dk/da/strategier-og-projekter/cyberstrategi


Current strategy



New strategy – keep in focus

Operational collaboration, 
emergency  preparedness and 
exercising it

Cybersecurity demands for the 
suppliers

Keep expanding the technical 
tools to detect and predict

Quick and targeted warnings 
and operational and usable 
guidelines

Collaboration between the 
operators in the sector and 
cross sectors

Keep the riskbased approach!



Cybersecurity for SMWs

Cybersecurity at home, near or inside 
the patients

Even more collaboration between the 
operators in the sector and cross 
sectors

New strategy – New focus areas

Mapping of the important systems in the 
sector, their suppliers and their suppliers 
and what open source products they use

Vulnerability scanning and management

Education of both healthcare- and 
cybersecurity-professionals in the sector

Above all else – It has to be dynamic and react to change!



What shall a cybersecyrity policy cope with in 
2022??





http://2019.e-sundhedsobservatoriet.dk/program/

If nothing happens to the way, we do healthcare by the year 2030  

Then every single person graduating that year will have to work in 
healthcare!

http://2019.e-sundhedsobservatoriet.dk/program/




https://www.technologyreview.com/2021/11/03/1039171/hackers-quantum-computers-us-homeland-security-cryptography/

https://www.technologyreview.com/2021/11/03/1039171/hackers-quantum-computers-us-homeland-security-cryptography/


Paradigmeshift
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You need a policy that is also resilient to change and keeps it viability also 
when facing

Outside forces and megatrends

Hackers at AI speed

Data explosion

Encryptions and quantum

Interconnection, reliability and distribution
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