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RECORD NO: 18
TRAINING OF STAFF

Record 18 of processing operation “Training of staff”

Date of last update 08/04/2025

Name and contact details of DPO dataprotection [at] enisa.europa.eu

Based on the type of training, the processor maybe one of the following:

. Further inductors/contractors/education centers within EU that ENISA (or
EU-Learn) employs for the provision of trainings, such as Deloitte, EIPA,
Accenture, Abilways etc.

. . Knowbe4 Inc., based in US, only for the provision of an online service for
Name and contact details of processor security awareness training for registered ENISA staff (under the
supervision of ENISA's ISO). The service has been purchased under the
European Commission DG DIGIT FWC SIDE II. ENISA has signed the
EC SCCs with the processor for the transfer of personal data to US.

e  Academy to Innovate HR (AIHR) based in the Netherlands, under a
contract with ENISA.

Staff members that request or a subject to receiving a training in accordance with

Description of data subjects ENISA Learning and Development (L&D) Policy.

Personal data are processed by ENISA's HR for up to 5 years after the end of a
service or contract with service providers.

) . For the security awareness training platform (processor KnowBe4): the processor
Time limits (for the erasure of data) will delete all data at any time upon request of ENISA or at the end of the contract
(apart from data included in audit trails and back-up systems which will be
maintained under the terms and condictions of the EC SCCs signed between ENISA
and the processor).
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Transfers to third countries

Regarding the security awareness training platform (processor KnowBe4): The
processor is based in US. Transfers of personal data by ENISA to the processor
are based on EC SCCs singned between ENISA and KnowBe4. The processor has
executed EC SSCs with all its sub-processors involved in the processing (sub-
procesors are explictly listed as an Annex to the EC SCCs between ENISA and the
processor).

Regarding AIHR, a list of sub-processors is based outside the EU/EEA and
transfers might take place, in accordance with article 50 (1) (a) Regulation (EU)
2018/1725..

Privacy statement

Available at intranet.

EU-Learn privacy policy available on the EU Learn website.
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