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Privacy policy – ENISA event on security of personal data processing – October 8, 2018 

Your personal data are processed in accordance with Regulation (EC) No 45/20011 on the protection of 
individuals with regard to the processing of personal data by the Community institutions and bodies and 
on the free movement of such data. 

The data controller of the processing operation is ENISA - Core Operations Department. 

The legal basis for the processing operation is Article 5(d) of Regulation EC 45/2001 based on the consent 
of the data subject. 

The purpose of this processing operation is to register interested persons to ENISA’s workshop on personal 
data processing, provide access to the conference venue, as well as allow the follow up of the event, 
including feedback collection and specific communication activities.  

The following personal data are collected:  

 Contact data: first name, last name, organisation, e-mail address.  

 Financial data for claims of reimbursement of costs associated with travel (only for invited 
speakers). 

The recipients of your data will be designated ENISA staff involved in the organisation of the event, 
designated staff of ENISA’s contractors involved in the event, and bodies charged with monitoring or 
inspection tasks in application of EU law (e.g. internal audits, European Anti-fraud Office – OLAF).  

The final participants list (name, surname, organisation) will be kept for a maximum period of five (5) 
years after the end of the event for auditing purposes. Your contact data will be kept for a maximum 
period of six (6) months after the end of the event for communication/follow-up of the event (unless you 
have explicitly agreed that we can continue using your data for further communication on ENISA activities 
in the future). Financial data will be kept for as long as it is legally required for compliance with the 
financial regulation to which ENISA is subject. Data will be deleted at the end of the aforementioned 
periods.  

You have the right to access your personal data and the right to correct any inaccurate or incomplete 
personal data. If you have any queries concerning the processing of your personal data, you may address 
them to isdp@enisa.europa.eu.  

You shall have right of recourse at any time to the ENISA DPO at dataprotection@enisa.europa.eu and to 
the European Data Protection Supervisor at https://edps.europa.eu. 

Please note that there will be photos taken during the panels’ discussions based on the prior consent of 
the speakers (panel participants). These photos may be published on ENISA’s website or on social media. 

Still, should your photo is taken in the context of this photo shooting, and you would like to have this 
photo removed, please contact us at  isdp@enisa.europa.eu and we will do so as soon as possible. 

                                                           

1 Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of 
individuals with regard to the processing of personal data by the Community institutions and bodies and on the free 
movement of such data (Official Journal of the European Union L 8, 12.01.2001, p. 1.), currently under revision. 
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