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Specific privacy statement for the ENISA High Level Event 2015 (HLE15) 

1 Why do we collect the data? 

The European Union Agency for Network and Information Security (ENISA) collects data associated with 
the registration of participants, speakers and associated functions that make part of the organisation and 
the audience of the HLE15. 

2 Personal information collection and use 
All personal data collected is treated in line with Regulation (EC) 45/2001 of the European Parliament and 
of the Council of 18 December 2000 on the protection of individuals with regard to the processing of 
personal data by the Community institutions and bodies and on the free movement of such data.  

Personal data collected is not used for any other purpose, than completing registration and 
communication arrangements and procedures. Additionally this data is used to communicate future events 
and informative items to registered parties. ENISA does not share your data with third parties except for 
purposes permitted under Regulation (EC) 45/2001.  

3 Securing your data 
ENISA takes all necessary measures to manage risks associated with the processing of your personal data 
exercising controls such as the protection of the information provided, copying, alteration and 
unauthorized data input, not sharing information with unauthorized personnel and contractors, and 
preventing changes to information shared with third parties and subcontractors, exercising full document 
controls and setting access rights, as appropriate.  

4 Log Data 
Like many site operators, we may collect information that your browser sends whenever you visit our Site 
(“Log Data”). This Log Data may include information such as your computer’s Internet Protocol (“IP”) 
address, browser type, browser version, the pages of our Site that you visit, the time and date of your visit, 
the time spent on those pages and other statistics. This type of data is not linked to any other personal 
data and is only collected for statistical purposes. You may, if you wish, change the settings in your 
browser so that it sends a ‘do not track’ request with your browsing traffic. 

5 Who has access to your data? 

The following categories will, by default, have access to your data: 

 ENISA staff 
 Select eligible Contractors of ENISA as appropriate specifically delegated by ENISA to carry out tasks in 

the framework of a contractual arrangement.  
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6 Changes to this Policy  
ENISA may update this Policy from time to time. We will notify you of any changes by posting the new 
Privacy Policy/Statement on the web site where data collection is taking place. You are advised to review 
this section periodically for any changes.  

7 How long do we keep your data? 

The data will be kept active for 5 (five) years for the purposes described above; active retention may be 
extended as appropriate. From time to time ENISA may contact you in order to vet data for accuracy and 
quality.  

8 Contact  

The following can be contacted on personal data protection issues: 

ENISA's Data Protection Officer 
E-mail address : dataprotection@enisa.europa.eu 

Please be reminded that this Policy does not preclude the exercising of any and all rights you have in line 
with Regulation (EC) 45/2001. You have the right of recourse at any time to the European Data Protection 
Supervisor: mailto:edps@edps.europa.eu 

 

mailto:dataprotection@enisa.europa.eu
mailto:edps@edps.europa.eu

