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A First ever EWUS exercise, 2011. Work with Comm.

A Cyber Europe 2012. Developed from learning in
2010 & 2011 exercises. Involves MS, private sector
and EU institutions. Highly realistic exercise, Oct 20

"Pan - European
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- Cyber Europe 2012media coverage

A More than 100
] _ news stories so
A Most online and broadcast mec:?furope, plus USA

A Follow '
up media requests still coming in (@ 08/10/2012)
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Proponents of the event claim that enhancing cyher—secudtv across the continent would remove
the threat of gisruption for millions of citizens and also prevent the loss of millions of euros waorth
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'f‘*"\‘fféz‘f; o the «This is the first time panks and internet companies have beett part of an EU-wide cyber-attack

oo exercise. This cooperation is essential given the growing scale and suphis\icaﬁnn of cyber—attacks.
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