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One major topic: European Digital ldentity Wallets

The Wallet relies on remote ID

. User
proofing for:
* User onboarding ’
e Usage all along the lifetime of -
the Wallet
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Challenges & solutions for Wallet users

Inclusivity Resilience Security
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Challenges & solutions for Wallet users
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Inclusivity: possibility for users to onboard & use the Wallet with a basic smartphone by
‘éﬁ’i relying on physical ID documents

@ * Large uptake/resilience: no single point of failure, diversity of ID proofing means is key

* Security: need for a European certification scheme level High on biometrics, as well as
@ enhanced and additional technical documents

» User-friendliness: right balance between security and user-friendliness through standards
l‘ and certification

* Trust: territoriality of data, information provided to citizens, Wallet onboarding in line with
elDAS Level of Assurance High
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Thank you for your attention
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