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Online Manipulation of Videos

Manipulation of a Video Ident Scenario



Security Features of the G. Passport



Passport Generator



Object Tracking
- Detection of unique image features 
- Tracking of features



Superimposing Hologram Images

Security features on the front side
+ Postprocessing (e.g. smoothing; supporting motion blur)



Overlay of Faked Holograms

Generated counterfeit 
Computed overlay

Overlay result



Overlay of Objects e.g. Fingers

 Training data pairs (supervised learning)
 Input

 Image of partially occluded passport

 Image of non-occluded version

=> Mask of occlusion in pixel precision

 CNN learns the fg/bg segmentation task
(reduction of pixel error at the obj. borders)

 Thousands of training data needed (in theory)

=> Synthetic training data, training data generation

 Time expensive training => processing msec.



Training Data Generation

Passport

+ =

Sample finger images (+ augmentation) Training pairs



Overlay Results I

Faked passport with 
occluding finger

Fg/bg segmentation result Hologram processing 

result



Overlay Results II

Large size occlusions

pixel precision of 
superimposed hologram
(zoomed in version)


