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George Patsis is the Founder and CEO at OBRELA Security Industries with 20+ years in the 
field of Cyber Security. George is a highly accomplished executive in information security 
with a proven track record in developing and implementing large-scale security projects 
for major Global 500 Corporations. As an Entrepreneur, he is passionate about building 
powerful brands that leverage an unprecedent market opportunities pioneering in the 
field of his expertise. He leads the design and development of innovative services and 
products in strategic security intelligence and risk management domain. Heading a team 
of cybersecurity professionals, he is driving OBRELA Security Industries to deliver and 
deploy highly competitive solutions always helping organizations across the globe to 
experience utmost security at all levels. The company serves more than 200 companies 
across 17 countries.

George Patsis is a member of CREST EU Council as well as the University College London 
(UCL) and Royal Holloway University of London (RHUL) Alumni. George has studied 
Electrical and Electronic Engineering at the University College of London (UCL) and holds 
a MSc in Information Security Management from the Royal Holloway University of 
London (RHUL).
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3OVERVIEW

WE USE SECURITY 
ANALYTICS AND 
SOPHISTICATED RISK AND 
THREAT MANAGEMENT 
TECHNOLOGY TO 
DYNAMICALLY PROTECT
OUR CLIENTS BY 
IDENTIFYING, ANALYZING 
PREDICTING AND 
PREVENTING CYBER 
THREATS 
IN REAL-TIME

ESTABLISHED IN 2010

200+ EMPLOYEES 

200+ CLIENTS WORLDWIDE
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REAL-TIME 
VISIBILITY

3600 
TB

11,8 B 16.885 11.688 уΩсέ
High Criticality Events 
processed

Cyber Attacks 
detected

Devices monitored Average Response 
Time

Logs collected
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