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ENISA Workshop 

• Main security risks for trust service providers 
 

• Technical/cryptographical risks 
• E.g. mechanisms/protocols etc. are compromised 
 

• Infrastructural risks 
• E.g. cyber attacks, leakage  
 

• Organizational risks 
• E.g. problems from „within“ 
 

• Marketing risks 
• Acceptance as „trusted third party“ is lost in the public opinion 
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ENISA Workshop 

• What do we need 
 

• A common understanding of what the minimal level of security is 
 

• Transparent and accepted rules how this is audited by third parties 
 

• An accepted process how the (minimum) requirements are developing 
over time 
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