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TSP Security Related Activities — ETSI7LC

1999 — EU Directive Published Directive 1999/93 on Electronic
Signhatures

©® 2000-2010 - CEN & ETSI published “Technical Specifications” in
support of Directive including:

* ETSITS 101 456: Policy requirements for certification authorities
Issuing qualified certificates

* ETSITS 102 042: Policy requirements for certification authorities
Issuing public key certificates (non qualified)

® Many (but not all) adopted the ETSI Policy requirements document
within varying national “supervisory” schemes

© 2007-2012 ETSI applied TS 102 042 to CAB Forum
Enhanced & Baseline Requirements for Web Certificate

© 2012-2015 Becoming “European Norms” aiming at proposed
regulatory framework for “Trust Service Providers”
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TSP Conformity Assessment Model: ETSI7Z S\
Regulatory Adoption \ ¥

P ————

European

Trusted List o, Jeauest standard
oy [ , criteria

: (e.g. EN 319

—————————————— 411-2)

: co-operation for E
| Accreditation : .
. Conformity
_______ Trusted S A S Assessment Body
-rb————— List === === Competence
: i ;SV?SO A Ly Accredited in line with
Do National ISO 17021 / 17065
| Scheme Trust Service Accreditation
I Status Body
| Notification |
| Body | :
I ):\ Audit | I
| ; Report NP | |
| Based on Conformity | |
I Audit report Assessment Body AL | .
| TSP status 4 Audit TSP
| Set in * Assessment Against
I
I
I

] National Aut’'y

© ETSI2013 All rights reserved



TSP Conformity Assessment :
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Key Points ETS’///% )
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® Global concern: ETSI TSP Security Standards adopted in EU,
as well as North Africa, Japan, CAB Forum .......

® TSP Security requirements likely to need regular updates

® draft EN 319 403 on TSP Conformity Assessment (Audit)

® Public review due end September

* Comments most welcome

Further Information:

http://portal.etsi.org/esi/esi activities.asp
Subscribe to the E-SIGNATURES _NEWS mailing list
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