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ECSO stakeholders - EU actors from SMEs to large corporations

* Leverage EU industry standard references and existing ecosystem

* Pre-standardization paves the way for adoption and increases representativeness

Highlight industry challenges, concerns and possible solutions
Work on specific pain points and provide inputs to the standardization

Produce guidelines to support the conformity process (e.g. SMEs)

* ECSO is working actively on certification by schemes composition under CSA

2 | ecs-org.eu

Risk assessment and evaluation methodologies must consider composition
possibilities for an efficient process and cost-effective certifications

New workstream -> How to leverage composition under the CRA assessment options
(product design + supply chain)
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