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ETSI’s Strengths

Versatile…

Recognized in Europe: 
influencing the world…

The power of 
global and local 
partnerships…

Bringing people together…
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ETSI and the Cybersecurity Act (i)

Standardization work
• Existing standards (Trust Services, consumer IoT security, 5G 

networks)
• Creating new standards to fill gaps identified in Rolling Work 

Programme or by ENISA or by ETSI members
• Producing security standards as a set of building blocks to be used

by different legislations (e.g. Radio Equipment Directive & 
Cybersecurity Act)

Coordinated Vulnerability Disclosure Programme
• Will allow people to contact ETSI, in a secure and managed manner, 

and inform ETSI of any vulnerabilities that they have found in ETSI 
standards
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ETSI and the Cybersecurity Act (ii)

Stakeholders Cybersecurity Certification Group (SCCG)
• Provide ETSI members’ views and inputs on strategic issues, on 

Union rolling work programme…
• Keep SCCG informed of progress of standardization work in ETSI

ENISA 
Certification ad-hoc working groups
• Participate whenever relevant
• Provide list of available standards for a candidate scheme
• Revise standards as necessary for a scheme / inform of update of 

standards
• Provide feedback on draft certification schemes
Collaborating on wider cybersecurity standardization
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