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LESSONS LEARNED: TECHNICAL

(One of the) First
certification schemes that is
focused on services: the
way to approach the
problem is slightly different

The EU CSA assurance levels

definition needs to be 

enhanced e.g. with further

dimensions. The distinction

between substantial and high

levels needs to be clear in many

issues not only in controls

Level of detail in the
security requirements (what

is a requirement and what an

implementation guidance?). 

Consistency in the language. 

Reuse existing schemes. 

Traceability

Assessment methodology
and approach: reuse, 
adopt, extend existing ones, 
to ensure minimal disruption
of the service
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LESSONS LEARNED: ORGANIZATIONAL

Establish a clear focus 
from the beginning and 
stay there

Avoid changing focus and 
way of working in the middle

Frequent communication

At least weekly discussions

Profit from motivated
participants, trust them,

… but don’t wear them out!

Use a collaborative
framework and try to keep
it organized, where people
can edit online, to avoid
integration errors and 
everyone can know the next
topics of discussion
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