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26 SEPTEMBER, 2019 TOPICS SPEAKERS / PANELLISTS 

09:00 - 09:30 Registration & Coffee   

09:30 – 09:40 Welcome & opening  
Krzysztof Silicki, NASK, Deputy Director for 
Cybersecurity and Innovation 

09:40 – 10:00 
NCSS and cybersecurity innovation in 
Poland 

Karol Okoński, Secretary of State in Ministry of 
Digital Affairs, Govenrment Plenipotentiary for 
Cybersecurity 

SESSION 1 INNOVATION ON CYBERSECURITY UNDER 
THE NCSS  

10:00 – 10:20 
ENISA’s study “Good practices in innovation 
on cybersecurity under the NCSS”   

Anna Sarri, ENISA 

10:20 – 10:40 
Project SISSDEN – innovative approach to 
Cybersecurity situational awareness  

Adam Kozakiewicz, PhD, NASK 

10:40 – 11:00 Coffee break  

11:00 – 11:20 UK approach to cyber growth & innovation Ben Shaps, DCMS UK 

11:20 - 11:40 Research and innovation initiatives in Spain Juan Díez González, INCIBE ES 

11:40 - 12:00 
Austria in Security Research: KIRAS and the 
Digital Dimension of Security 

Ralph Hammer, Federal Ministry Transport, 
Innovation and Technology, AT 

12:00 – 12:20 
Cybersecurity from protection to source of 
innovation: New frontiers for businesses, 
policies and people 

Tomas Matraia, Director of The AdWisers – Global 
Strategic Advisory Group, Poland 

12:20 – 12:40 Competence Centre approach 
James Caffrey, European Commission, Directorate 
General for Communication Networks, Content and 
Technology 

12:40 – 13:00 PANEL DISCUSSION Moderator: Anna Sarri, ENISA 

13:00 – 14:00 Lunch Break  

SESSION 2 
INFORMATION SHARING AND ANALYSIS 

CENTRES (ISACS) – DISCUSSION ON GOOD 

PRACTICES GAPS AND CHALLENGES 
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14:00 – 14:20 CEF call about ISACs 

James Caffrey, European Commission, Directorate 
General for Communication Networks, Content and 
Technology 

14:20 – 14:40 
EE-ISAC – Information sharing in a network 
of trust 

Aleksander Wiśniewski, EE - ISAC 

14:40 – 15:00 
From National to European Infosharing for 
the financial sector 

Roberto Tordi, FI-ISAC CERT-Fin 

15:00 – 15:20 
Lessons learned from a major multinational 
sector ISAC 

John Morgan Salomon, FSISAC 

15:20 – 15:40 
ER-ISAC: Enhancing Railway CyberSecurity 
by Cooperation 

Christian Schlehuber, Rail ISAC 

15:40 – 16:00 Coffee break  

16:00 – 16:30 PANEL DISCUSSION Moderator: Magdalena Wrzosek, NASK 

 Workshop wrap-up ENISA 
 

 

 


