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THE PANEL OBJECTIVE

This panel will provide insights about the challenges and 
opportunities of establishing a consistent conformity regime for 
CRA implementation – a teamwork for increasing the cyber 
resilience of the EU single market.  

All speakers will speak in their own capacity and from their experience accumulated in existing roles, not generating opinions on behalf of the 
institution they represent.

Disclaimer:

Bringing value
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3-MAIN TOPICS

I. Establishing a consistent conformity regime

II. Cybersecurity Certification for CRA presumption of 
conformity

III. The assessment of Manufacturer’s processes
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TAKEAWAY:

[Member State Representative]

[Regulator ] [CAB Representative]

“The CRA will change the way how products (with digital 
elements) are developed. Our goal is to minimize the burden 
by supporting pragmatic approaches to conformity 
assessment. It is important that manufacturers take over 
responsibility and due diligence from development until the 
sunset of their products.” Dennis Kügler 

“CRA offers different pathways for manufacturers to for 
demonstration of conformance, fitting different industry 
scenarios and choice of business. Testing labs are in an 
ongoing effort to become CRA notified bodies. EUCC will 
play an important role in demonstration of conformity with 
CRA, specially high assurance evaluations in specific 
technical domains.” Jose Pulido 

“The CRA adopts a risk-based approach to conformity 
assessment and offers different routes and flexibility to 
manufacturers regarding third-party assessment where it is 
applicable. Building strong synergies with the Cyber Security 
Act will be an important priority to support the implementation 
of the CRA.” Maika FOHRENBACH 

All: 3 min 
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[Software Industry Representative]

“The software industry needs to make themselves familiar 
with the concepts driving the CRA. NLF is new to the 
industry, and certification is currently more common for 
infrastructures and their components rather than individual 
products or (cloud) services. But once these challenges 
are mastered, the CRA can tap its full potential to increase 
cybersecurity in Europe” Volkmar Lotz
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