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AGENDA

Certification, is here to stay

Information asymmetry

What’s up, next?

Zooming out

Synchronised wheels
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COMMISSION IMPLEMENTING REGULATION (EU)
2024/482

- Official Journal EN
of the European Union L series
2024/482 7.22024

COMMISSION IMPLEMENTING REGULATION (EU) 2024/482
of 31 January 2024

laying down rules for the application of Regulation (EU) 2019/881 of the European Parliament and of
the Council as regards the adoption of the European Common Criteria-based cybersecurity

DRAFT CERTIFICATION certification scheme (EUCC)
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Having regard to the Treaty on the Functioning of the European Union,

Having regard to Regulation (EU) 2019881 of the European Parliament and of the Council of 17 April 2019 on ENISA (the
European Union Agency for Cybersecurity) and on information and communications technology cybersecurity certification
VATIONAL CYBERSECURITY CERTIFICATION /UTHORITIES and repealing Regulation (EU) 526/2013 (Cybersecurity Act) ('), and in particular Article 49(7) thereof,
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CSA, CRA: REBALANCING, INFORMATION
ASYMMETRY IN DSM

Conformity Quality
assessment management

Certification




CERTIFICATION ACTIVITIES IMPACTING STANDARDS

EUSG
NESAS, eUICC (“type of” eSIMs) certification, security accreditation

elDAS/wallet
MS wallet certification schemes; EU certification

EUCC certification, reusing EUCC certificates towards presumption of conformity for
assurance level high under eIDAS

Al feasibility study

to analyse how to reuse EUCC certification, additional cybersecurity objectives; evaluation
methods could be further necessary

Cyber Resilience Act (CRA)

how to use EUCC certificates for presumption of conformity to CRA essential requirements as
defined in Annex |

Managed Security Services
CSA amendment, NIS2, cybersecurity skills (to carry out authorized roles), Solidarity Act
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CERTIFICATION, STANDARDIZATION & VICE VERSA

CEN/CLC/JTC 13
WG 3 Guidelines on
sectoral
cybersecurity
assessment

CEN/CLC/ITC 13
/WG2: EUCS1
Security Objectives
and Requirements
for Cloud Services

CEN/CLC/ITC
13/WG3:
EUCS2
Requirements
for Conformity
Assessment
Bodies certifying
Cloud Services

CEN CENELEC
TS 18026
Security Objectives
and Requirements
for Cloud Services

Cyber Resilience Act Requirements
Standards Mapping

ICT Products and
Services Supply
Chain Security
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STANDARDIZATION, CERTIFICATION & VICE VERSA
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SYNCHRONISED WHEELS

Union Rolling Work
Program for
cybersecurity
certification
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Annual Union Work
Program for
European
Standardisation
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Thank you for your supporting the ENISA
Cybersecurity Certification Conference 2024

ENISA
CYBERSECURITY
CERTIFICATION
CONFERENCE

Hybrid event, Brussels
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