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PRIVACY STATEMENT – 2020 
CTI-EU | BONDING EU CYBER 
THREAT INTELLIGENCE 

The data controller for the processing operation in subject is ENISA (Core Operations Department). 

ENISA is solely responsible for the overall organisation of the event, and the communication with the 

participants before and after the event. 

ENISA processes your personal data in accordance with Regulation (EU) 2018/1725 on the 

protection of natural persons with regard to the processing of personal data by the Union institutions, 

bodies, offices and agencies and on the free movement of such data.1 The legal basis for the 

processing operation in subject is Article 5(1)(a) of Regulation (EU) 2018/1725 in conjunction with the 

ENISA Founding Regulation (EU) 526/2013.2  

The purpose of this processing operation is to:  

1. Register interested persons to the 2020 CTI-EU | Bonding EU Cyber Threat Intelligence that will take place at 
Brussels on the 30 and 31 January 2020; 

2. Provide access to the event venue;  
3. Include the invited participants in the list of participants;  
4. To allow event follow-up actions, such as sharing presentations among participants and feedback collection. 

The following personal data are collected: 

 Contact data: such as first name, last name, title, function, organisation, country, e-mail address, 

phone number, etc.  

The recipients of your data will be designated staff of ENISA involved in the organisation of the event, 

as well as relevant event organisers contracted by the organisers that process the personal data on 

behalf of the joint data controllers. Access may also be granted to the bodies charged with monitoring or 

inspection tasks in application of EU law (e.g. internal audits, European Anti-fraud Office – OLAF). 

The data from the final participants list (name, surname, organisation, country) will be kept for a 

maximum period of 5 years after the end of the event for auditing purposes. Your contact data will be 

kept for a maximum period of six months after the end of the event for communication/follow-up of the 

event.  

                                                           
1 Regulation (EU) 2018/1725 of the European Parliament and of the Council of 23 October 2018 on the protection of natural persons 
with regard to the processing of personal data by the Union institutions, bodies, offices and agencies and on the free movement of 
such data, and repealing Regulation (EC) No 45/2001 and Decision No 1247/2002, OJ L 295, 21.11.2018, p. 39–98. ELI: 
http://data.europa.eu/eli/reg/2018/1725/oj  
2 Regulation (EU) 526/2013 of the European Parliament and of the Council of 21 May 2013 concerning the European Union Agency 
for Network and Information Security (ENISA) and repealing Regulation (EC) No 460/2004, OJ L 165, 18.6.2013, p. 41–58. ELI: 
http://data.europa.eu/eli/reg/2013/526/oj  
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You have the right of access to your personal data and to relevant information concerning how we use 

it. You have the right to rectify your personal data. Under certain conditions, you have the right to ask 

that we delete your personal data or restrict its use. You have the right to object to our processing of 

your personal data, on grounds relating to your particular situation, at any time. We will consider your 

request, take a decision and communicate it to you. If you have any queries concerning the processing 

of your personal data, you may address them to ENISA at communications@enisa.europa.eu. You may 

also contact at any time the ENISA DPO at dataprotection@enisa.europa.eu  

Use of Filming/Recording 

Please note that, the speeches and panel discussions may be filmed/recorded and broadcast or 

uploaded on the internet subject to the consent of the speakers. 

Any filming/recording that takes place will be focused on the speakers only and views of the audience or 

specific views/recordings of the event’s participants (other than speakers) will be not be captured.   

Still, should you be recorded in the context of keynotes/panels (e.g. while asking a question during a 

panel discussion), and would like to have certain parts of the videos relating to you removed, please 

contact us at communications@enisa.europa.eu and we will do so as soon as possible. 

Use of Photography  

Please note that there will be photos taken during the event’s presentations and panels based on the 

prior consent of the speakers. These photos may be published on ENISA’s website and on social 

media. 

Any photography that takes place will be focused on the speakers only and views of the audience or 

specific views/pictures of event’s participants (other than speakers) will be not be captured.   

Still, should your photo be taken in the context of this photo shooting, and you would like to have this 

photo removed, please contact us at communications@enisa.europa.eu and we will do so as soon as 

possible. 
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