
European Union Agency for Network and Information Security                                                              www.enisa.europa.eu 

The ENISA Strategy 
 
 
 
 
 
 
 
 
Steve Purser 
February 18, 2014  



2 

European Union Agency for Network and Information Security                                            www.enisa.europa.eu 

 Changes Since the Last Version 

• The amount of text has been greatly reduced so as to make 
the document more focused and easy to read. 

• A section on the Threat Landscape has been introduced. 
• Strategic objectives have been modified to reflect the 

discussion in the last Management Board meeting. 
• Strategic objectives have been broken down into core 

priorities. 
– The core priorities are the same as the ‘key areas’ in previous versions 

of the strategy document. 
– Each core priority has been assigned to the relevant strategic objective. 

• A mapping between the lessons learned from the Threat 
Landscape and the strategy has been presented. 
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The Strategic Objectives 

O1. To develop and maintain a high level of expertise of EU 
 actors taking into account evolutions in Network & 
 Information Security (NIS). 
O2. To assist the Member States and the Commission in 
 enhancing capacity building throughout the EU. 
O3. To assist the Member States and the Commission in 
 developing and implementing the policies necessary to 
 meet the legal and regulatory requirements of Network 
 and Information Security. 
O4. To enhance cooperation both between the Member 
 States of the EU and between related NIS communities. 
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Strategic Objective 1 

To develop and maintain a high level of expertise of EU actors 
taking into account evolutions in Network & Information 

Security (NIS). 
 
• The core priorities are: 
 

– Global analysis of threats and opportunities in ICT  
– Security data collection & analysis 
– Assisting Member States in defining a framework for structured 

training 
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Strategic Objective 2 

To assist the Member States and the Commission in 
enhancing capacity building throughout the EU. 

 
• The core priorities are: 
 

– Improving the protection of Critical Information Infrastructure & 
Services 

– Supporting capacity building at national and EU level 
– Capability building for CERTs & other operational communities 
– Securing emerging technologies & business models 
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Strategic Objective 3 

To assist the Member States and the Commission in 
developing and implementing the policies necessary to meet 

the legal and regulatory requirements of Network and 
Information Security. 

• The core priorities are: 
– Providing objective input to support EU policy making 
– Supporting cyber security strategy implementation 
– Support for research & development in the area of NIS 
– Supporting Standardisation 
– Aligning NIS initiatives with privacy & data protection 

requirements 
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Strategic Objective 4 

To enhance cooperation both between the Member States of 
the EU and between related NIS communities. 

 
• The core priorities are: 
 

– Building NIS Communities for policy goals 
– Increasing the level of participation of the EU citizen 
– Building communities through exercises 
– International engagement 
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Improving Effectiveness & Efficiency 

• Public Affairs & Outreach 
• An approach based on multi-annual planning 
• Improving operational effectiveness 

– Effectiveness & efficiency 
– Stakeholder driven work programme 
– Definition of streamlined processes 
– Effective quality control 
– Proactive financial management 
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Conclusions 
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Follow ENISA: 

European Union Agency for Network and Information Security 

Thank You 
Questions? 
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