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NIS activities in Slovakia during presidency #1

DIGITAL ASSEMBLY 2016 BRATISLAVA
28 to 29 Sep 2016

https://ec.europa.eu/digital-single-market/en/digital-assembly-2016-bratislava

Conference Security Forum 2016
29 Sep 2016

http://www.security-forum.sk/

APWG.eu eCrime Cyber-Security Symposium

5to 7 Oct 2016
https://apwg.eu/apwg-events/ecrime2016eu/
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NIS activities in Slovakia during presidency #2

Malware Analysis Challenge

Oct 2016
https://www.csirt.gov.sk/aktualne-7d7.html?id=118

Network and Information Security Workshop
17 to 18 Oct 2016

https://www.enisa.europa.eu/events/network-and-information-security-workshop/
network-and-information-security-workshop

GLOBSEC TATRA SUMMIT 2016
28 to 30 Oct 2016

http://www.tatrasummit.org/tatrasummit2016
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NIS directive transposition status in Slovakia

« NIS implementation act in final stages (Cyber Security Act)

* Responsible body: National Security Authority

* Subsequent generally binding legislation will define:

Details for technical, technology and personnel abilities of CSIRT
Threshold values for basic service operation
Details for security measures

Categories and threshold values for incident reporting for core service operators and
digital service providers

Details for audit of the core service operator
Security standards for digital service providers
Details for classification and categorization of the networks and information systems

Details for information and personal data exchange with other EU member
state’s bodies
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NIS directive transposition status in Slovakia

e 10 sectors defined:
Banking

—

Drinking water supply and distribution

Transport

Digital Infrastructure

Chemical Industry

Financial sector|Finance (Financial market infrastructures)
Public Administration

The Telecommunications Sector | Telecommunications
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Health sector
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Cooperation and expected ENISA role

* Prerequisites for successful NIS implementation
(i.e. not only “establish”, but to “keep it alive”)

- Knowledge

- Resources (mainly in the form of skilled personnel)

- Cooperation
« Slovakia is small country (skilled personnel is very limited)
« COOPERATION is THE KEY

 More powerful ENISA mandate in the future will be beneficial
for positive (EU-wide) NIS ecosystem development
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Questions and Comments

Thank you for your attention
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